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Abstract: In Wireless Sensor Networks (WSNs), congestion occurs when the traffic load on the node reaches obvious network channel power and is considered as a prominent problem. So it is highly essential to identify, prevent and fix congestion when taking into account the network’s restricted resources. If congestion in the network is not managed correctly, it can lead to significant loss of QoS parameters, such as decreasing network throughput, increasing energy usage, and decreasing the distribution ratio of packets at the destination or sink node. In this article, we have formulated an algorithm to manage congestion using a modified ant colony algorithm that considers the residual energy, buffer occupancy and bandwidth of the neighbour node for selecting the best node to route the traffic that needs strict QoS requirements. For routing the traffic, there may be a variety of neighbour nodes exists in the network, and if congestion occurs at any selected neighbour node the algorithm will rework to check the quality of rest of the neighbor nodes by calculating a path preference probability metric. The neighbour node with maximum path preference probability will be selected for routing the data packets belonging to real-time traffic that have stringent QoS. The proposed algorithm was simulated and tested using NS 2.33 and it was found that as opposed to the standard AntSense algorithm, the proposed algorithm is capable of achieving lower average energy consumption and packet loss ratio respectively with higher throughput.
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1. Introduction

1.1 Wireless Sensor Network

WSNs are simple computers with a variety of devices mounted on them that are used to configure environmental as well as physical data such as pressure, sound, orientation, vibration, and temperature, amongst many other factors. The input obtained from the sensors is redirected from one sensor to another via a multi-hop routing protocol to access the sink node. The base station is in possession of the results aggregation and analysis. Sensor nodes in WSNs have limited resources in terms of power consumption, resources, storage, bandwidth, processing capabilities, and so on. Initially, the researchers managed to come up with a routing scheme that would enable them to make efficient use of WSN resources. Nodes are mostly self-organized and connect with each other via wireless networks, which are implemented throughout the WSN on an ad hoc basis. The main obstacles amongst the other possible problems is that the routing mechanism of the WSN can be compromised, culminating in inevitable losses due to network congestion. In order to provide the congestion-free efficient routing, a number of techniques based on Ant colony optimization have been proposed (Akyildiz et al., 2002; Akyildiz et al., 2002). However, most of the techniques are either using residual energy or the gap between the node, and its destination is used to measure the likelihood of packet transmission using a neighbour node. So, in order to design an efficient congestion control algorithm, we have taken residual energy of the neighbour node, buffer occupancy and bandwidth allocated for calculating the probability of the next neighbor node for selection. The remaining section of this paper is as follows: Section 2 is a comprehensive review of related work, Section 3 is the basic Ant colony optimization work, Section 4 is the proposed Ant colony optimization algorithm, and Section 5 is the simulations and analysis of the results. Finally, the paper will be finalized in Section 6.2.

1.2 Congestion in Wireless Sensor Networks

Congestion is the most prominent issue in WSNs that adversely affect the network QoS parameters, must be handled properly. When the multiple sensor nodes start sending the data simultaneously the data generated at intermediate nodes increases. As a result, the number of data packets and generated data from the source nodes exceeds the underlying capacity of the network queue and at the same time makes the networks underperforming.
due to congestion. In WSNs, we can have a variety of causes for congested networks, such as overloading of the queue, collision of packet with each other, parallel transfer of data packets sharing the bandwidth etc. There are 2 levels at which congestion can occur in the networks: node-level congestion and link-level congestion. Node-level congestion is very common in both conventional and wireless sensor networks. The key cause for node-level congestion is buffer overload at the sink or intermediate node in the network. Congestion at node-level contributes to packet loss and increased queuing delays. On the other hand, as more than one sensor node tries to transfer data within the same range, this leads to congestion at the link-level. In inclusion to growing network losses and wastage of network resources like energy, this type of congestion has an unfavorable impact on the throughput and connection capacity of the network (Wang et al., 2007; Patel et al., 2013). A sophisticated and accurate congestion management system is needed to make the network efficient. There are sections of congestion management: the detection of congestion, the confirmation of congestion and the control of congestion outlined below.

1.2.1 Congestion Detection

In the Wireless Sensor Networks, the role of sensing congestion and locating a scene of congestion is to predict congestion. Various metrics are used to track interference in wireless sensor networks: packet losses, Buffer occupancy and channel load.

- **Packet losses**: Packet losses can be estimated using ACKs on the sender side, the sequence number can be used on the receiver side; consistent packet loss can be used as an illustration of congestion.

- **Buffer occupancy**: This congestion detection parameter is also recognized as the length of the queue. Each WSN system retains a buffer for storing incoming packets if they cannot be transmitted immediately. Algorithms that use this parameter to detect congestion usually use a constant buffer threshold. As the length of the queue or the occupancy of the buffer raises the constant threshold value, congestion is identified, and some warning is raised.

- **Load on a network channel load or busyness**: can be another metric to detect congestion. Packet load is measured in the wireless medium of communication, and congestion is identified when the packet transmission time reaches the predefined threshold time. When the channel is occupied, the packet collision will increase. In the case of a spike in packet collision, several packets are eliminated from the buffer and thus the occupancy of the buffer decreases (Patel et al., 2013; Sergiou et al., 2014).

1.2.2 Congestion Notification

It is the obligation of the protocol operating in the network to transmit congestion-based information to expecting nodes so that effective ventures can be taken. These details may be a bit of congestion or a control message. Explicit congestion refers to data that is sent as a data traffic jam warning bit in the incoming packets, while implicit congestion refers to data that is sent as a separate surveillance code.

- **Explicitly notification of congestion**: In this strategy, the source node is intimated as to congestion by the use of control packets in the event of congestion detection. Sending the congestion condition in the form of control packets to the already congested network puts an extra burden on the network. This approach is therefore not commonly used and used by some of the congestion management protocols. This is the major drawback of being specifically told of congestion (Sergiou et al., 2014; Tao et al., 2010).

- **Implicitly notification of congestion**: Implicit congestion warning strategy does not use control packets to monitor congestion to the respective source nodes and load on the already congested nodes and the network. The packet payload header is piggybacked with congestion information and distributed to other nodes on the network (Sergiou et al., 2014; Tao et al., 2010).

2. Related Work

In real-world scenarios, there is a number of optimization problems exists which are difficult to solve and categorized as NP-hard category problems. The two basic categories of techniques that can be used to solve such kind of problems are: Providing the actual algorithm and the approximate results algorithms which optimally generate the approximate results through a sequence of iterations. The main difference between the two techniques is that the former one will provide us with the optimal solutions with more computation time, but the later one will use less computation time for generating the optimal results for NP-hard problems.

The routing problem based on Ant Colony Optimization (ACO) is a category of NP-hard approach that is implemented in WSN in particular. ACO is an algorithm based on swarm intelligence, motivated by the discovery behaviour of ant colonies present in the natural environment, and is a powerful technique to fathom combinational optimization algorithms. A multi-pronged decomposition-based ant colony algorithm (Cheng et
al., 2012) was put forwarded, where the colony of the ant was split into several subspecies, and for each group, one pheromone pattern was kept. However the importance of separate objectives for all targets to stake the equivalent pheromone data could not be expressed in this approach, which meant that the objective functions were similarly relevant. In order to solve the problem of multiple targets of differing meaning (Hackel et al., 2008), a Pareto optimization approach hinged on dynamic programming with multilevel of pheromone and heuristic intelligence was proposed. With the help of two pheromone matrices and a probing matrix (Prasad et al., 2013), a routing scheme with Multi-objective and multi cast criteria based on the ant colony algorithm was used to route packets with contended QoS. However, none of the algorithms mentioned above has not considered the congestion while routing the data from one node to another node.

A mobile opportunistic network was introduced by Liu et al., 2014, which guarantees an autopoiensis network that does not requires the absolute information of the source and destination path. An algorithm was suggested by (Ming-Hua et al., 2012), which applies the concepts of fuzzy logic on ant Colony optimization algorithms called algorithm for Fuzzing Ant Colony Optimization (FACOA). The algorithm will calculate parameters like residual and energy pheromone through three phases: fuzzing, conjecture, and de-fuzzing. Finally, due to the consequence of fuzzy selection, the ants selected the next hop, and the delay-tolerant network was introduced by (Xiao et al., 2016) and the data transmission scheme was proposed. (Begam et al. 2010) concentrated on optimization of the route in the genetic techniques and the conventional ant colony approach are based on WSN. Nonetheless, the topic of use of electricity is underestimated. (Sun and Tian, 2010) illustrated the slow rate of convergence and the long starting time of the standard algorithm based on an ant colony. On the genetic algorithm and suggested a way of splitting the ants in the reverse direction into two classes In the course of route finding. As a consequence, the rate of convergence increased.

(Sun and Tian, 2010; Orojlo et al., 2012; Tong et al., 2015), From an energy optimization perspective, improved the conventional ant colony algorithm, but the algorithm’s complexity is high and a lot of needless calculations are carried out.

In order to consider the factor of congestion in the routing algorithm we have designed a novel algorithm for routing the information from optimal path. The main contributions of the article are as follows.

- To evaluate the various paths available for routing the information from neighbour node to the next node. Path evaluation will be done by calculating the path preference probability of the neighbor nodes using Ant colony optimization function and selecting the neighbor node with maximum path preference probability.

- To consider the residual energy of neighbour node, bandwidth allocated and buffer occupancy for calculate the path preference probability.

- To simulate the proposed algorithm by using Ns-2.33 simulator and analyzing the results on network parameters throughput, average energy consumption and packet delivery fraction. Finally comparing the results of the proposed algorithm with the traditional Antsense algorithm.

4. Traditional Ant Colony Optimization

Met heuristic is a collection of dedicated rules that can be utilized to establish heuristic procedures that apply to a large variety of different optimization problems. (Sharma et al., 2016) has formalized ACO as a met heuristic for mixture optimization problems. ACO takes inventiveness from the provender practices of ant species who inject pheromones on the ground to signify any suitable routes that other members of the colony should follow. To solve problems of optimization, ACO uses a similar mechanism. An individual sensor is insect type species with minimal memory requirement and involved in executing simple ventures. The colony communicates a diverse collective activity that provides an intelligent process to the problems such as moving heavy items, building bridges and discovering the quickest pathways from the nest to the source of food, since a unique insect has no broad understanding of the function it plays and its activities are based on local settlements and are highly irregular. This intelligent behaviour of course occurs as a result of self-sustaining and incidental communication between ants, which can be referred to as (Sharma et al., 2014; Camilo et al., 2006) swarm intelligence.

In the basic part of ACO algorithm the process iterates through three steps after initialization: ConstructAntSolutions, ApplyLocalSearch algorithm, and UpdatePheromones process. A series of surrogates are established by ants that are optimally improved by a local search algorithm and the update pheromone process. In view of this formulation, by moving simultaneously and asynchronously to a sufficiently defined graphical representation that represents any given problem domain, ACO ants produce solutions to the problem. Ants select the next neighbour hop node j from a node i according to the probability formula defined given below (Sharma et al., 2016)
where $P_{i,j}$ is the probability of ant selecting the next node $j$ from node $i$. $T_{i,j}$ is the concentration of pheromone in the path $i$ to $j$. $N_i$ indicated the number of next neighbour nodes that an ant can select. $\alpha$ indicates the weight of the concentration of pheromone. $D_{i,j}$ is the distance of next neighbour node from $i$ node and $\beta$ indicates the weight of the distance.

Wireless sensor networks routing is a difficult problem since the features of the network, such as traffic loading and network topology, can differ stochastically and in a time of varying nature. The distributed design of network routing is well associated with the multi-agent nature of ACO algorithms. Traffic-adaptive and multipath routing is given by the collection of unique properties that characterises ACO objects for routing problems, based on both passive and active data tracking and collection, using hypothetical units, not allowing local processes to have a global effect, setting up routes in a less greedy way than in strictly shortest path techniques preferring balancing of network load (Sharma et al., 2016).

4. Proposed Work

In the suggested algorithm, Path evaluation will be done using the intelligent behaviour of ANT colony optimization algorithm and congestion will be controlled, if occurs, by routing the different type of traffic from different paths based upon the goodness of paths available. Congestion in the network will be detected at the node level by checking the buffer occupancy of the node. The proposed algorithm is based on devising the algorithm for evaluating the best path for real-time traffic like audio/video using an updated Ant colony optimization algorithm. For this purpose algorithm will identify if there is congestion in the network by checking the buffer occupancy of the neighbor node for transferring the packets. If buffer occupancy falls under the situation that can lead to congestion, we need to identify the packets belonging to different traffic types like audio, video or scalar traffic. The packets belonging to real-time traffic will be routed through the best node among the neighbors. In sensor networks, there can be variety of sensor nodes generating the data packets which may belong to scalar as well as real-time traffic. The main objective of the proposed algorithm is to route the real time packets through the nodes having maximum path preference probability.

In the event of congestion, the proposed algorithm will calculate the path preference probability of all the neighbour nodes from where data can be routed. The path preference probability will be calculated by considering the residual energy, bandwidth and buffer occupancy of the neighbour nodes and node with the maximum path preference probability will be selected for routing the information. In order to calculate the path preference probability, we will be using the mathematical model illustrated below. The path preference probability from node $i$ to neighbour node $j$ can be calculated using the following mathematical function.

$$P_{P_{i,j}} = \frac{(E_{i,j})^\alpha * (B_{i,j})^\beta * (BO_{i,j})^\gamma * (T_{i,j})^\theta}{\sum_{n \in N_i} (E_{i,j})^\alpha * (B_{i,j})^\beta * (BO_{i,j})^\gamma * (T_{i,j})^\theta}$$

where $P_{P_{i,j}}$ is the path preference probability of ant selecting the next node $j$ from node $i$. $N_i$ indicated the number of next neighbour nodes that an ant can select. $E_{i,j}$ is the energy of next neighbor node from $i$ node and $\alpha$ indicates the weight of energy. $B_{i,j}$ is the bandwidth of next neighbor node from $i$ node to node $j$ and $\beta$ indicates the weight of bandwidth. $BO_{i,j}$ is the buffer occupancy of the node $j$ and $\gamma$ indicates the weight of buffer occupancy. $T_{i,j}$ is the accumulation of pheromone in the path $i$ to $j$ and $\theta$ indicates its weight.

The Algorithm flowchart of the proposed algorithm is shown in figure 1.
5. Simulation and Result Analysis

Proposed algorithm using updated ant colony optimization algorithm and traditional algorithm Antsense under the situation of congestion have been simulated by using a well-known simulator NS-2.33 under the varying number of sensor nodes. A number of extensive simulations have been performed to check the efficacy of the developed algorithm. Nodes are put randomly in a 2000 m x 2000 m zone in all scenarios. Each mobile node’s maximum transmitting range is 100 m. Static nodes are called the sensor nodes that have been simulated on the network. The channel bandwidth is 2 Mbps and the IEEE 802.11 DCF is used for the MAC layer. Each simulation runs for 100 seconds at a time. A variety of CBR sources with multiple sources for the development of multiple traffic types and with a single destination have generated data traffic. Various parameters taken for the network simulation is listed Table 1.
5.1 Average Energy Consumption Analysis

The figure 2 represents the average energy consumption at the end of simulation and it has been observed that the proposed algorithm shows less energy consumption as compared to traditional Antsense algorithm. This is due to the fact that the proposed algorithm uses bandwidth between the two nodes as well as buffer occupancy of the neighbor node to be selected for packet transmission in addition to residual energy of the node. As shown in the figure extensive simulations have been performed by varying the number of nodes in the network and in all the scenarios the proposed algorithm is showing the positive result. In the event of congestion in the network simulation, the proposed algorithm efficiently able to select the best node among the set of neighbor nodes with maximum path preference probability. Table 2 summarizes the throughput obtained for proposed and traditional Antsense algorithm by varying the number of nodes in the network.

<table>
<thead>
<tr>
<th>Number of nodes</th>
<th>Proposed Algorithm Energy consumption (J)</th>
<th>Traditional Algorithm Energy consumption (J)</th>
</tr>
</thead>
<tbody>
<tr>
<td>10</td>
<td>71.7</td>
<td>75.7</td>
</tr>
<tr>
<td>20</td>
<td>74.7</td>
<td>77.7</td>
</tr>
<tr>
<td>30</td>
<td>75.8</td>
<td>79.8</td>
</tr>
<tr>
<td>40</td>
<td>81</td>
<td>82.7</td>
</tr>
</tbody>
</table>
5.2 Throughput Analysis

The figure 3 represents the throughput at the end of simulation and it has been observed that the proposed algorithm shows higher throughput as compared to traditional Antsense algorithm. This is due to the fact that the proposed algorithm uses bandwidth between the two nodes as well as buffer occupancy of the neighbor node for selecting the next for packet transmission in addition to residual energy of the node thereby able to select the best node for transmission. When the best node is used for transmission among the various available neighbor nodes then the reliability of the network increases thereby increasing the throughput of the network. As shown in the figure 3 extensive simulations have been performed by varying the number of nodes in the network and in all the scenarios the proposed algorithm is showing the positive result. In the event of congestion during the network simulation, the proposed algorithm efficiently able to select the best node among the set of neighbor nodes with maximum path preference probability.

<table>
<thead>
<tr>
<th>Number of nodes</th>
<th>Proposed Algorithm Throughput (Kbps)</th>
<th>Traditional Algorithm Throughput (Kbps)</th>
</tr>
</thead>
<tbody>
<tr>
<td>10</td>
<td>1210</td>
<td>891</td>
</tr>
<tr>
<td>20</td>
<td>1216</td>
<td>1028</td>
</tr>
<tr>
<td>30</td>
<td>1285</td>
<td>1085</td>
</tr>
<tr>
<td>40</td>
<td>1345</td>
<td>1154</td>
</tr>
<tr>
<td>50</td>
<td>1381</td>
<td>1196</td>
</tr>
</tbody>
</table>

5.3 Packet Loss Rate (PLR)

The Packet loss rate (PLR) is one of the important metric for measuring the performance of traffic related to real-time flows such as video and Voice over IP. The number of lost data packets must be low in order to prove the smooth and seamless data transmission. The number of lost data packets is increasing with the increase in number of nodes increasing in the simulated network. However, the proposed algorithm has lower packet loss rate increase than that of the AntSense algorithm. This is due to the fact that the proposed algorithm uses the best node among the available neighbor nodes available for data transmission in the event of congestion. When the traffic is
diverted to the congestion free path from the congested path then packet loss tare decreases as show in the figure 4

![Figure 4: Packet loss rate analysis versus number of nodes for proposed and traditional Antsense algorithm](image)

Table 4: packet loss ratio of proposed and Antsense algorithm

<table>
<thead>
<tr>
<th>Number of nodes</th>
<th>Proposed Algorithm packet loss rate (%)</th>
<th>Traditional Algorithm packet loss rate (%)</th>
</tr>
</thead>
<tbody>
<tr>
<td>10</td>
<td>5.8</td>
<td>6.2</td>
</tr>
<tr>
<td>20</td>
<td>6.1</td>
<td>7.5</td>
</tr>
<tr>
<td>30</td>
<td>6.8</td>
<td>10.2</td>
</tr>
<tr>
<td>40</td>
<td>7.5</td>
<td>12.5</td>
</tr>
<tr>
<td>50</td>
<td>7.8</td>
<td>14.5</td>
</tr>
</tbody>
</table>

6. Conclusion

In this paper we have proposed a path evaluation algorithm based on modified ant colony optimization technique for controlling the congestion in wireless sensor networks. The proposed algorithm improves the heuristic function for selection the next neighbor node to transmitting the packet. The improved heuristic function considers residual energy, buffer occupancy and bandwidth allocated to the neighbor node and calculates path preference probability of all the neighbor nodes. The algorithm selects the neighbor node with maximum path preference probability. The simulation result shows that the proposed algorithm shows the decrease in the average energy consumption and packet loss ratio and increase in the throughput of the network when compared with AntSense algorithm.
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