
Turkish Journal of Computer and Mathematics Education                                    Vol.12 No.9 (2021), 296-304 

 

296 
 

 

 

Research Article  

Epvmp: Enhanced Probabilistic Based Vehicular Multi-Hop Strategies Protocol For Crisis 

In Vanets Broadcasting 

Sreekumar Narayanan a,  Sudhir Ramadass b and Rajivkumar c 

 
   a Assistant Professor, Botho University, sreekumar.narayanan@bothouniversity.ac.bw 

  b Data Analyst, sudhir.ramadas@gmail.com 

  cAssistant Professor, Botho University, rajiv.kumar@bothouniversity.ac.bw 

 

Article History: Received: 10 January 2021; Revised: 12 February 2021; Accepted: 27 March 2021; Published 

online: 20 April 2021 

 

Abstract: Vehicle-to-Vehicle (V2V) transmission is utilized for most security-related programs targeting Vehicular Ad-hoc 

Networks (VANETs) to disseminate safety-related knowledge to nearby cars. However, the traditional broadcasting networks 
have broadcast winds, contributing to intolerable pauses in transmission and loss of packets. This paper proposes an important 

transmission scheme for distributing protection signals throughout the sensitive region called the Enhanced Probabilistic-based 
Vehicular Multi-hop Strategies Protocol (EPVMP). Second, by utilizing the index number of a node and other criteria, which are 
distinct from the current likelihood-based methods, we aim to provide nodes outside the source node with a higher forwarding 
chance. The parameters may be optimized for a higher likelihood of transmitting performance and preserving the message 

distribution's necessary efficiency. Second, we suggest a clustering framework such that problems of replication and latency may 
be substantially decreased. Third, we evaluate the procedure's efficiency, such as the forwarding completion rate, the total 
number of copies, and the average latency of one jump. Extensive simulation outcomes with substantially increased network 
efficiency have shown the feasibility of the proposed protocol. 
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1.Introduction  

Vehicular Ad-hoc Networks (VANETs) have been a significant field of study in wireless networking systems at 

present. Vehicle-to-Vehicle (V2V) interactions were initially designed to avoid road injuries in safety-related 

applications. As most automotive safety applications are meant to disseminate safety-related details (e.g., danger or 

collision) to all nearby automobiles within a specified geographical area [2], the most popular contact protocol for 

the transmitting of safety warnings is required to be transmitted. 

Although VANETs are considered a subset of MANETs, there are variations between them since these are multi-

hop wireless networks. The high speed of VANETs creates rapid shifts in the topology; many vehicles are 

unknown in advance on a particular map, and the density of the nodes is unstable and irregular [4]. Suppose the car 

concludes that it is the last vehicle in this cluster and is not connected to any other vehicle in the same path. In this 

case, the message sent should be retained before the broadcast messages[5]. It may be redirected in the same 

direction to the vehicle or in the same direction. In this paper, we introduce a multi-hop, multi-layer broadcast 

protocol for VANETs. The protocol suggested helps backbone vehicles to forward data packets on the network 

layer[6]. 

Much of the researchers' attention has been provided to the propagation element, perhaps because it is a deeper 

issue with more exciting solutions than the overhead messaging dimension. We are investigating the interaction 

between the two components of the protocol in this work. In specific, we explore how much it is appropriate to 

swap this overhead signalling with various types of propagation algorithms [9]. We will analyze three multi-hop 

distributions to see how they respond to various overhead messaging rates. We consider VANET a superior 

execution of our research model in transmitting travel time descriptions in real-time in a road segment [10]. The 

travel time will be obtained and transmitted by cars without infrastructure assistance, such as fixed sensors. Each 

vehicle in the network has a database that preserves the average journey time in this scenario. When the automobile 

receives a newer average travel time from the other cars, the index entry is modified for a specific section.
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Figure 1 VANET Architecture 

This paper's output is a multi-hop transmitted protocol focused on aggregated traffic details piggybacking across 

the internet. Our previous distance-sensitive method[8] is being developed, and a new distance-sensitive 

transmission algorithm is being introduced. There are two distance-dependence layers used by the algorithm for 

forwarding. 

The majority of the manuscript is arranged in the following manner. In Section II, we briefly review the past and 

related works. We add the specifics and the operation of the EPVMP protocol in Section III. In section IV, the 

performance review of the simulation is then defined. Finally, the findings and future work are discussed in 

section V. 

II. BACKGROUND STUDY 

Bai, S. et al. The protocol VMP (Vehicular Multi-hop Broadcasting Protocol) is introduced to the authors [2] and 

adopts a cooperative forwarding approach to avoid packets' loss defining several forwarder candidates for the 

rapid propagation of protection messages. The authors equate our VMP's efficiency with the current broadcast 

schemes and acceptable vehicular scenarios in the practical channel model. The authors were able to see that the 

approach suggested successfully exploited the network tools and fulfilled the simulation findings for automotive 

safety applications. 

From Wu C. A broadcast protocol was introduced by et al. [6] For vehicle ad hoc networks. Standard forwarder 

nodes for multiple traffic flows are included in the preferred protocol, and the number of sender nodes is 

reduced. The protocol suggested gives strict priority to boost the priority traffic flows by introducing new 

controls and avoiding packet disputes. In varying conditions, the proposed protocol would have low end-to-end 

latency and a high packet spread ratio. 

Tahmasbi-Sarvestani A et al. The authors have described an algorithm for transmitting aggregated traffic data via 

multiple hops in-vehicle networks with piggybacking through existing network beacons[8] (V2V safety system). 

We also used a network conscious double-layer distance-dependent protocol to guarantee low latency and 

scalability over many hops. The first distance-dependent layer in a hop decides the decisions of the 

retransmission and contains two parts. The first aspect of using a small part of the channel load is the message 

size control method. The second aspect is a hybrid probabilist retransmission device that enables automobiles to 

retransmit further the message and better communication conditions from the last transmitter to ensure that the 

forwarding in each hop is as fast as possible. In the second layer, the data transfer rate is reduced due to the 

source information's distance to preserve the channel load. This culminated in the faster dissemination of 

knowledge and a lower transmission rate. Longer distances were covered, and overhead traffic intelligence 

transfers were reduced in response to protection communications. 

For Panichpapiboon S. and Pattara-atikom W. [10], The authors have built a new theoretical paradigm for 

evaluating communication in the VANET utilizing a single-hop broadcasting method. In specific, the authors 

describe the fundamental connection between the flow rate and network connectivity. Besides, as an example of 
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our model's use, the authors use this to evaluate the fundamental limit on the exactness of calculating the total 

travel period. 

 

a) DECLARATION OF THE PROBLEM 

In this study, our issue is to establish a multi-hop broadcast protocol to increase the likelihood of effective 

transmission while reducing the broadcast latency in the one-hop broadcast. More exceptional efficiency in one-

hop forwarding means a larger chance of performance in forwarding. 

The likelihood of a node forwarding is indicated by pi, which implies that the node can attempt to send a 

received message within a hop, where i ∈ N = {1, 2,...,N},  and N are the node-set within the radius. PS is the 

probability that a node will travel successfully within the same hop as the node is the forwarder, and the entire 

range of nodes is open. In case some nodes are unavailable due to mobility, the reliability of the message 

transmission means the likelihood of successful message transmission by nodes is PR. 

 

III. OUR SYSTEM MODEL 

We suggest a new forwarding protocol for VANETs in this segment and measure the efficiency of the protocol. 

First of all, we suggest creating clusters between the nodes inside the source one-hop set. It is believed that each 

node joins in and retains clustering architecture when it enters and remains on the highway. That is following the 

recently formed newly introduced and established National Highway Safety Department, which stipulates that 

each on-road vehicle must initially coordinate with its neighbouring vehicle utilizing the topology discovery 

procedures. 

Secondly, we suggest that several attempts be made to delegate the nodes to the broadcast channel. The nodes 

are the heads of the clusters that are chosen optimally during clustering. There is a smaller index number for a 

node near the one-hop range limit, which provides a higher likelihood of attempts. The greater risk of these 

sparsely spaced vehicles is not eliminated because of utilizing the gap explicitly. Third, we propose changing the 

cluster's scale and the likelihood of propagation by specifying the parameter values. The chance of successful 

transmission can be increased while reliability can be maintained. 

 (A)Forwarding Probability 

We assume that the clustering architecture is observed and maintained once a vehicle joins and remains on the 

highway. The cluster heads selected (CHs) within the source transmission range state that the channel must 

forward the obtained packet to the next hop. 

When the source vehicle's warning is received, this notification is processed in the vehicles' coordination field. In 

this paper, the emergency messages should be sent, without generality, in the opposite direction of the moving 

car. Consequently, every automobile in the forward movement pending the appeal is rejected, whereas backward 

cars measure the probability of this notice being given in the future. A chance threshold Pth is set to measure the 

wait times before transmission to monitor high-quality connections and high-quality automobiles. 

The waiting time of the location-based forwarding scheme can be obtained from [11], 

Tw = (−[  * MaxSlot] + MaxSlot) * Ts------- (1) 

MaxSlot is the maximum number of slots a vehicle waits before forwarding, and Ts is the length of one slot.  

The forwarding scheme is link-based, so we modify the formula (1) to be,  

Tw=[(αPsj
−αPth-ε)* Maxslot]*Ts  ------(2) 

Where MaxSlot and Ts are the same as in (1), Pth is the threshold as above, Psj is the probability that vehicle j 

will receive packets that can accept packets from sources s, α and μ wait for time adjustments, and their 

empirical values are shown in Table 1. 

The earlier the distress call is sent by the vehicle, the longer the waiting period the car starts and the sooner the 

auto's waiting time is sent. When the packet is first transmitted correctly via the vehicle, the packet can be 

forwarded. The shipping package is obtained by all vehicles currently waiting, and the waiting time is 

completed. The worse case is that both neighbours cannot forward the packet into the one-shop range of the 

source vehicle or that there is no neighbour inside the single-hop range of the source vehicle. In this context, the 

source vehicle would retransmit the packet after the entire waiting period, i.e., MaxSlot*Ts. 
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Figure 2: Displaying VANET's Building Block and Selecting the Source and Destination 

This forwarding mechanism, determined by the vehicles' contact range and the need for an emergency request, 

will replay itself many times. The definition of the form of forwarding is as follows:  

Step1. On receiving the packet from source vehicle s, vehicle j in the specified direction estimates the packet 

reception probability Psj. For any Psj ≥ Pth vehicle j is the candidate to forward the packet. 

Step2. Vehicle j calculates its waiting time Tw based on Psj and begins the waiting process. 

Step3. On hearing the packet for the second time from candidate vehicles, go to Step5. 

Step4. Having waited for the time of Tw, vehicle j forwards the packet. 

Step5. Vehicle j quit the process of waiting—the procedure exits. 

 

 
Figure 3: Create Clustering Nearest Neighbor nodes 

b) Forwarding Success Probability 

We presume that each node's source node packet is received simultaneously since the period of transmission is 

short enough. There will be three times where all the nodes start to compete over the transmitting channel: idle, 

efficient transmission. 

The probability of efficient forwarding is the chance that precisely one node will be transmitted inside the one-

hop spectrum of the source at the beginning of an empty slot. If the packet is forwarded by each node with the 

same forward likelihood, 

 i.e., pi = p, i ∈N, then we have 

PS = Np(1 − p)N −1 ------------------(3) 

In this work, we assign the forwarding probability according to Eqn. (3) 
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Figure 4: Finding multiple paths using Network Clustering 

Figure 4 shows blocks round the red colour circle; there are multiple paths for secure and fast data transmission. 

c) Clustering Method 

Clustering in high-speed VANETs can contribute to elevated delays or overheads, but the nodes for forwarding 

nodes are substantially decreased. There are two clustering cases open: optimistic and on-demand clustering. In a 

positive clustering, each car joining the road network or VANET will hit the cluster even without an emergency. 

Therefore, we assume that the clusters are both formed and preserved. The warning alarm transmission clusters 

are still present during an incident. 

A clustering approach is proposed in this segment, which will classify possible forwarders of the most 

representative vehicles. To measure the number of CHs needed in the situation, we presume that the vehicle's 

distance to source x is evenly spread over the street length, which Δd implies. The probability of a node being 

chosen as a CH is implied by p. The NCH reflects the average amount of CHs. The average amount of CMs 

connected with a CH was supplied by NCM. With these remarks, we can see that the n nodes are divided into np 

clusters, each cluster has an average of n/(np) nodes, and one of these is used as CH. As a result, we have 

NCH = np ----------------(4) 

NCM = −1= −1. ------------(5) 

 

 
Figure 5: Message transmission using multi-hop neighbours 

Figure 5 denotes the Hello Message Transmission is transferred using multi-hop neighbours for the time limit is 

30 secs. 

d) Multi-Hop Broadcast Protocol 

The suggested algorithm can be used as a multi-hop broadcast protocol in the real world. The method of 

implementation can be summarized as follows. The protocol may be used as part of the V2V and V2R 

communications technical module in the vehicle touch scheme (VCS). The protocol would be allowed until the 

car reaches a road grid in the VCS implementation layer. 

We assume the whole car network is essentially interconnected. Essentially, both cars may obtain the transmitted 

packet in the distribution sector. 

1) The source node S shall pass to all the nodes within its transmitting range an emergency packet containing the 

incident ID, GPS coordinate and neighbouring details chart. The emergency packet is also stored in its tanks 

before the timeout for retransmission. 

2) Source Node S begins a down counter after sending an emergency alert packet. This down counter's original 

meaning is predetermined in the network and indicates the overall expiry date for the one-hop transmission. As 
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this counter is lowered to 0, if the packet transmitted initially has not been transmitted inside the nodes in its 

transmitting radius, it will send a packet in your buffer to the source node. 

3) Only CHs have the privilege to proceed. Each CH calculates the transmission probability via Eqn. (2) The 

random chance from 0 to 1. It comes from S source node. Suppose the projected propagation likelihood is higher 

than the random chance produced and the case identifier is fresh. In this case, the forwarder becomes the 

forwarder, the source node for the next hop, which moves the sent emergency packet directly to the transmission 

queue. 

4) Any next-hop node may get several packets as there may be more than one forwarder. It can only handle the 

first cargo acquired and uninstall all the shipments that come later. 

 

IV. RESULTS AND DISCUSSION 

The simulations are carried out to validate the multi-hop broadcast algorithms that are recommended based on 

chance. The simulator will be NS2. There are 0-50 vehicles spread equally across the source node's transmitting 

radius. At a steady speed of 30 m/s, cars are going. Analysis reveals that, relative to other types, the propagation 

paradigm works best for VANETs. Figure 6 displays the effects of the simulation of the typical one-hop pause. 

The consequence of the simulation is the average multi-hop latency seen in Figure 9. 

 

 
Figure 6: Comparison Chart for one hop Delay and multi-hop Delay 

Figure 6 denotes the comparison chart for the existing and proposed methodology. In X-axis denotes the Vehicle 

Density, Y-Axis denotes one-hop delay. 
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Figure 7: Energy Consumption Comparison 

Figure 7 denotes the Comparison chart for energy Consumption. The X-axis indicates the Time (Sec), and Y-axis 

represents the Energy level. 

The average latency of our protocol in multi-hop scenarios does not improve as a result of clustering. Since we 

are using proactive clustering, clusters have been created until the emergency warning is forwarded. The 

overhead is part of the total latency of the message being transmitted in the on-demand clustering, much like in 

the models where the message is being propagated across the network. 

 
Figure 8: Throughput Comparison using Multihop and Single Hop 

Figure 8 represents the Throughput comparison chart. The X-axis represents the time (sec), and Y-axis 

represents the Throughput. 
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Figure 9:  Delay comparison Chart 

Figure 9 represents the Data Transmission delay that is overcome in the proposed system. In this chart, X-axis 

denotes the Number of Slots, and Y-axis indicates the Delay Level.  

In short, the latest chance-based multi-hop broadcast protocols are outperformed by our protocol in latency, 

probability of efficient forwarding, and an average number of copies. To equate our protocol's efficiency with the 

multi-hop broadcast protocols in Figure 6-9, dependent on time. 

Although maintaining low latency, we intend to create multi-hop transmission protocols on the possibility of 

improved performance. The simulation's detailed findings showed that our protocol is more robust and reliable 

than its current protocols. 

 

V. CONCLUSION 

This work suggests an appropriate broadcasting method to disseminate protection signals throughout the 

sensitive area called the Enhanced Probabilistic-based Vehicular Multi-hop Strategies Protocol (EPVMP). The 

total pause in emergency communications processing is significantly shortened by maintaining the optimum 

likelihood of transmission. To safeguard the message distribution and on schedule, we follow timeout 

retransmission. To minimize the number of nodes competing in the forwarding competition, we use an efficient 

clustering approach. Collisions of channels in dense vehicle networks are significantly minimized. With the 

clustering method's assistance, each node maintains a table of the neighbouring records, including the nodes' 

index. Our index-based probability of transport can be well aligned with the existing vehicle network. Each node 

sends the emergency message with an opportunity to maximize the possibility of transmitting success, thus 

increasing the average number of copies and the average one-hop latency. We offer the greatest possible 

transmission to the farthest node within the propagation range of the source node. Without reverse-down, an 

increase in the probability and power exponent coefficient parameters can be achieved. It improves transmission 

performance significantly and reduces latency. Our future research will address problems, including identifying 

the actual density of the network and a better way to change the propagation range with power control. 
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