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Abstract:As far as women safety is concerned. Especially in our country the standards are going on decreasing day by day. 

According to National Crime Records Bureau (NCRB) the incidents of kidnapping and abductions rose to 64 per million to 

74 per million which is devastating. If it goes on increasing like this, In the coming years there will be a tremendous rise in 

crime rate especially against women. It is our responsibility to protect our mothers, sisters, friends and each and every woman 

in our family. There are many devices in the market for this application that is sending locations and alert messages to the 

family of the user. But, all the devices need the response from the user when they are in danger to send the alert messages or 

such to their family or emergency services. But there might be situations where the user has zero chances to respond or send 

any alert messages to their family. We came up with a solution where the alert messages and current location of the user are 

sent automatically to their family when they are in danger without any response from the user. We achieved it using the pulse 

rate sensor PPG (Photoplethysmography sensor) using which we measured the abnormal rise in heart rate when the user is in 

danger. This paper deals with the functionality and implementation of our idea in Embedded Systems and IoT. 
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1. Introduction 

 

Safety standards especially for the women are getting worse day by day. A wide variety of safety devices in 

different forms with different functionalities are available in the market. These safety devices are available in the 

form of wearable, mobile applications,key chains, lipsticks, torch lights and many. But, all these devices require 

user’s interaction in the time of emergency that is the user should press the button present in the device twice or 

thrice or send messages through any mobile application or ringing any buzzers that too by pressing some buttons. 

But, every situationis not that favorable for the user to respond immediately. Or there might not be a chance for 

the user to press the buttons present on the device or take the mobile phone out to send the alert messages. There 

are situations where the kidnappers can tie the user’s hands off. Which restricts the users from interacting with 

safety device present with them? Users cannot completely rely on such devices which require the user’s 

interaction.There is a requirement of a device which works effectively and sends the alert messages even without 

any user’s interaction. Then after a long research we came up with an idea to design a safety device using PPGS 

(Photoplethysmography sensors) which is used for pulse rate monitoring in different medical devices, fitness 

trackers, blood oxygen level monitors. Our idea was to design the device which relies on the heart rate of the 

user.The first thing that happens when a person encounters a danger is that the pulse rate starts running 

marathon. It will go abnormal for the amount of time until the user gets normal. The heart rate remains high as 

long as the user is in the tensed state. This is what the base for our project is. Measuring the heart rate of the 

person using PPGS if it is high for more than ample amount of time and there isn’t any interaction from the user 

we will send the alert message along with the location to the family members and emergency services.For the 

time being we have designed the device for the women below 30 years without any health complications. Using 

these PPGS for fingers. Where, we can get the pulse rate of a person. We are trying to develop this in the form of 

a wearable which can be worn on hand and which even can’t be identified as a tracking or safety device. 

 

2. Literature Review 

 

Many of the top most watch companies have designed devices for this application. They have added a button 

to their watches and provided them with Bluetooth connectivity so that the watch sends the alert messages by the 

means of connected Bluetooth and mobile phone. In these particular models also the user has to press a button 

present on the watch. And many mobile phone companies also included a feature in their mobiles. Like, if the 

user is in danger the user should press the power button on the mobile for three times. These may not work in 

everyone situation.In[1] they have placed an emergency button in their setup if the user is in danger then the user 

should press the button present in the setup. Upon successful pressing of that button for 2-3 times it sends the 

alert messages to the emergency contacts.  

 

In [2] they have designed the device in the form of a ring this also needs the physical attention of the user. 

There is a button present in the ring; on pressing the button on the ring alert messages are sent to the emergency 
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contacts. In [3] they also implanted a button in the device on pressing that button emergency messages are sent. 

In [4] they have designed the safety device in the form of a footwear which also requires the physical attention of 

the user. In[4] the user should apply pressure on the footwear or press the button implanted in it. In [5] they have 

also implemented the model which functions only on the user’s interaction. Upon interaction by means of a 

button by the user it sends alert messages. Almost all the existing devices which are currently available in the 

market work on this very principle. In [6] they have designed a mobile application which requires user’s 

interaction. The user must press the button present in the application which sends alert messages.[7] grabbed our 

attention they have designed a device which sends alert messages automatically based on the heart rate of the 

user. They set a target heart rate and if that target is achieved for some time then they sent alert messages directly 

to the family. But, pulse rate rises not only at the time of fear there are many possibilities for the pulse rate to 

rise. That might be during physical workout or when giving a speech on an unknown topic in an auditorium 

infront the crowd without any prior preparation. So there is a requirement of an intelligent device which should 

be designed in such a way that the user can snooze the device for required amount of time if the user know in 

prior that the user is going to attend such events where there are chances of the rise in pulse rate and even in the 

sleep state the device should protect the user and also the device must be user friendly and work in maximum 

situations possible.  

 

3. Proposed Design 

 

In this paper we have proposed a methodology which works in almost all situations possible. For time being 

we have designed this prototype for age group below 30 without any health complications.Figure1 gives the 

details of the implementation of the setup which we have designed. 

 

 
Figure 1. Block Diagramofthe Proposed Design 

 

This unit basically consists of a microcontroller which is the heart of any project. It consists of a pulse rate 

sensor PPG (Photoplethysmography sensor) used for the application of measuring pulse rate in fitness bands and 

medical grade pulseoxymeters. It comprises of a network of GPS and GSM modules for sending alert messages 

and location of the user. It consists of a vibration motor and three pushbuttons which are of different 

functionality and the functionality of the buttons is explained below and the working methodology of the 

proposed design is shown in the Figure 2. 
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Figure 2.Flow Chart of Methodology 

 

This device basically works on the principle that during the dangerous situation like kidnapping or sexual 

harassment the fight or flight response activates as a result the pulse rate of the user goes high. This will not at all 

come to normal state until the user comes back into normal state that is out of fear. We have set a value of 120 as 

the threshold heart rate. If that particular heart rate is achieved the device checks whether the users heart rate is 

above the threshold heart rate value. If it is the case, the device will check for the next thirty seconds whether the 

heart rate of the user Is above the threshold heart rate value. If the user’s heart rate value is above 120 for 20 

seconds at least. The device goes into the second stage of working. In the second stage for the next thirty seconds 

the device starts vibrating with the help of vibration motor once in every 2 seconds this vibration is felt on the 

hand only by the user. The second stage is for user’s conformation in order to eradicate the false triggers. That is 

if the user is in a position to respond then, the user will click the mode button in the setup. Just after clicking the 

mode button the watch resets and it starts monitoring the heart rate right from the beginning. If the user did not 

respond even after the 30 seconds of continuous vibration then the device confirms that the user is in danger and 

it automatically sends the alert message along with the GPS location of the user using the GPS and GSM 

module.  

 

3.1 Functionality of the Hardware present in the device 

 

A) Mode Button: As we mentioned above, when the heart rate of the person goes beyond the abnormal 

heart rate value which is 110 in our case and if it lasts more than 110 for at least 30 seconds. The vibration 

motor starts vibrating for every 2 seconds for the next 30 seconds. If the user is in a state to respond then the 

user responds through this Mode Button. If the user presses the button once after the vibration motor starts 

then the device gets reset automatically and it starts taking the fresh readings once again. If the user is not in 

a position to press the button then it automatically sends the alert messages to the emergency contacts. Upon 

using this button we can eradicate false triggers by getting the user’s confirmation which may sometimes be 

fatal. 

 



 An Application on Women Safety Using Embedded Systems and IoT 

3031 

 

B) Sleep Button: This button provides us with the sleep functionality. Pulse rate of a person not only rises 

when we face emotions like fear or anger it rises during physical workouts also. There are some situations 

where our pulse rate rises for instance working out in a gym rise our pulse rate due to consumption of excess 

oxygen required for the body. And situations which make us nervous like presenting something unknown in 

front of a crowd in an auditorium. In such situations where we know that our heart rate rises in prior. On 

pressing this button it asks the user to enter the time for which the user wants the device not to monitor 

his/her pulse rate. After the completion of the entered time the device automatically does its duty of 

monitoring the pulse rate of the user. 

Note:during the sleep stage of the device the emergency button functions. If the user is in danger when the 

device is in sleep mode the user just has to press the emergency button for the help. 

 

C) Emergency Button: This button will be available for the user once after the board is powered. If the 

user is in danger and if he/she has time to respond immediately then the user should press this button in order 

to get the instant help form the emergency contacts. Upon long pressing this button the microcontroller sends 

the alert messages and location directly to the emergency contacts.  

 

D) Pulse Rate Sensor: These are Photoplethysmography sensors which are widely used for measuring 

pulse rate in humans especially in the form of wearable and medical grade pulseoximeters. These are used in 

our device to measure the pulse rate of the user continuously. Pulse rate sensor used in our device is shown in 

the Figure 3. 

 

 
Figure 3. Pulse Rate Sensor (PPG) 

 

E) GPS Module: GPS module in our circuit shown in Figure 4 is used to get the latitudes and longitude 

values of the user at the time of emergency. These latitudes and longitude values are sent to the emergency 

contacts with the help of the GSM module. 

 

 
Figure 4. GPS Module 
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F) GSM Module: The GPS coordinates along with alert messages are sent through GSM module to the 

emergency contacts at the time of emergency. This works directly with the help of mobile network through a 

sim card implanted in the module. The module is shown in Figure 5. 

 
Figure 5. GSM Module 

 

G) MicroVibration Motor:  The vibration motor shown in Figure 6 is placed in the setup in order to ask 

the user whether he/she is safe or not that is for notifying the user. If he/she is safe then the user responds by 

pressing the mode button. This is used to minimize false triggers. 

 

 
Figure 6. Vibration Motor 

 

3.2 Hardware Implementation 

 

 
Figure 7. Hardware Implementation 

 

Circuitin Figure 7 shows the implementation of our hardware all the modules used in the design like GPS, 

GSM and Arduino Uno and the three push buttons. The one in the red colour is the Emergency button, the one in 
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the middle is the mode button whose functionality is explained above and the third button is for sleep. And LED 

at pin no: 13 in the arduinoplay the role of the vibration sensor.  

 

4. Result 

 

 
Figure 8. Snapshot showing how messages are sent to emergency contacts upon increasing the heart rate 

 

Snapshot in Figure 8 shows that, as we have set an abnormal heart value of 110 in our design. The heart rate 

there has gone beyond 110. So, it checked whether it would be greater than that particular abnormal heart rate 

value for at least 30 seconds or not. After that it sends us the verification signal through vibration sensor once in 

every 2 seconds for the next 30 seconds. In the above case we did not respond for the vibration and we left the 

mode button unpressed. Then immediately the device generated the following alert message Figure 9 along with 

the Google maps location of that particular area. 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

Figure 9. Snapshot of the alert message sent to emergency contact 

 

The snapshotFigure 10 shows you how the emergency button works whenever required.  Even, when the 

device is in sleep. 

 

 
Figure10. Snapshot showing how the emergency messages are sent upon pressing the emergency button 
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After pressing the emergency button it displayed the above message. Figure 10 and sent the following alert 

message shown in Figure 11 without any delay. 

 

 
Figure 11. Alert message sent to emergency contact upon pressing the emergency button 

 

 
Figure 12.Snapshot showing how messages are sent even when the device is in sleep 

 

The above snapshot in Figure 12 shows the working of the emergency button even in the sleep mode. 

 

5. Conclusion and Future Scope 

 

Using this model we can reduce the false triggers which may sometimes be fatal. As we designed the idea in 

the form of a prototype we did not include those ideas which are impossible to implement in the prototyping 

level. We are trying to develop this idea into a product especially in the form of a wearable using the 

nanotechnology and embedded systems. We are trying to develop the device in such a way that it should work in 

each and every situation possible. We will try to develop the fully loaded version of this device with all the ideas 

which we were unable to include in this design.  
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